
 

 

PRESS RELEASE 

 
MALAYSIAN NATIONAL PLEADS GUILTY TO ACCESS DEVICE FRAUD 

 
Admitted to Hacking into the Federal Reserve Bank Computer System 

 

Lin Mun Poo, a resident and citizen of Malaysia, pleaded guilty to possessing stolen 
credit and debit card numbers. The plea was taken this morning before United States District 
Judge Dora L. Irizarry at the U.S. Courthouse, 225 Cadman Plaza East, Brooklyn, New York. 
Based on his plea, the defendant faces a maximum sentence of 10 years’ imprisonment. 

The guilty plea was announced by Loretta E. Lynch, United States Attorney for the 
Eastern District of New York and Brian G. Parr, Special Agent-in-Charge, United States Secret 
Service, New York Field Office.  

In today’s proceedings, the defendant admitted that he possessed credit and debit card 
information belonging to others. The defendant also admitted that he compromised a computer 
server belonging to the Federal Reserve Bank, and that he installed a malicious code onto that 
server.  

According to the government’s filings in this case, the defendant made a career of 
compromising computer servers belonging to financial institutions, defense contractors, and 
major corporations, among others, and selling or trading the information contained therein for 
exploitation by others. On October 21, 2010, the defendant traveled to the United States for the 
purpose of obtaining additional stolen financial account information from other hackers, which 
he planned to use and sell for his own profit. When he was arrested a few hours after his arrival 
at John F. Kennedy International Airport, Secret Service agents seized his encrypted laptop 
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